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Hастройка брандмауэра с помощью UFW
Ubuntu Server

Введение

Настройка работающего брандмауэра имеет решающее значение для защиты вашего
облачного сервера. Раньше настройка брандмауэра выполнялась с помощью сложных или
непонятных утилит. Многие из этих утилит (например, iptables) имеют множество встроенных
функций, но требуют от пользователя дополнительных усилий для их изучения и понимания.

Другой вариант — UFW , или Несложный межсетевой экран . UFW — это интерфейс, целью
iptablesкоторого является обеспечение более удобного интерфейса, чем у других утилит
управления брандмауэром. UFW хорошо поддерживается сообществом Linux и обычно
устанавливается по умолчанию во многих дистрибутивах.

В этом руководстве вы настроите брандмауэр с помощью UFW для защиты облачного сервера
Ubuntu или Debian. Вы также узнаете, как настроить правила UFW по умолчанию, чтобы
разрешить или запретить соединения для портов и IP-адресов, удалить созданные вами
правила, отключить и включить UFW, а также сбросить все настройки обратно к настройкам по
умолчанию, если вы предпочитаете.

Предварительные условия

Чтобы следовать этому руководству, вам понадобится сервер под управлением Ubuntu или
Debian. На вашем сервере должен быть пользователь без полномочий root с привилегиями
sudo. Чтобы настроить это для Ubuntu, следуйте нашему руководству по начальной настройке
сервера с Ubuntu 20.04 . Чтобы настроить это для Debian, следуйте нашему руководству по
начальной настройке сервера с Debian 11 . Оба этих руководства по начальной настройке
сервера гарантируют, что на вашем компьютере установлен UFW и что у вас есть безопасная
среда, которую вы можете использовать для практики создания правил брандмауэра.

Использование IPv6 с UFW

sudo nano /etc/default/ufw

После внесения изменений сохраните и выйдите из файла. Если вы используете nano, нажмите
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CTRL + X, Y, а затем ENTER.

Теперь перезапустите брандмауэр, сначала отключив его:

sudo ufw disable

Затем включите его снова:

sudo ufw enable

Ваш брандмауэр UFW теперь настроен для настройки брандмауэра как для IPv4, так и для IPv6,
когда это необходимо. Далее вы настроите правила по умолчанию для подключений к
брандмауэру.
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